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Appendix one – Response from agencies 

Response from the Department of Premier and Cabinet 
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Response from the Department of Communities and Justice 
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Response from the Department of Customer Service 
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Response from the Department of Education 
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Response from the Department of Planning, Industry and 
Environment 
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Response from the Department of Regional NSW 
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Response from the Ministry of Health 
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Response from the Treasury 
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Response from Transport for NSW (TfNSW) 
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